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Zoom: Inappropriate Behavior "Zoom-bombing"  
 

We have received a couple of reports of uninvited guests accessing sessions and making 
inappropriate comments.  

This is discussed, along with some solutions, in this article. Specifically: 

• Disable “Join Before Host” so people can’t cause trouble before you arrive. 

• Enable “Co-Host” so you can assign others to help moderate. 

• Disable “File Transfer” so there’s no digital virus sharing. 

• Disable “Allow Removed Participants to Rejoin” so booted attendees can’t slip back in. 

The above are our system defaults, but may be changed by an individual user or group admin. 

Additionally, for instruction, you may: 

• Enable "Waiting Room" so that you specifically allow users in 

• Enable the option to only allow authenticated users to join 

• Enable "Mute Participants on entry" (also a system default) 

As with all settings, these can also be set on a group (such as all college faculty, staff, and students) 
by the college Zoom administrators, or even system wide. 

Link to TeamDynamix ticket here, you will need to login with your MyVWCC account.. 

https://techcrunch.com/2020/03/17/zoombombing/
https://vccs.teamdynamix.com/TDClient/1981/Portal/KB/ArticleDet?ID=102953

